![🔷](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAYAAAAf8/9hAAABlklEQVR4AbVMA/PVQRS9n6T9Zdt2o2zXeBrkcQ2zbdv627aRXc+23zvd3WyfmTN3j5b+HyZcEjTnRqG8fzC+LBYeqbN5Q3HIK/WvjydeFQuO1FkNzhiqdYDJHcNC1tL/+XjSNTH7UJ31mS2KnMdA2gMg9wnw2hHF/MP8CeffH0++ISbtr7E0G8K4cw+41vSRUj8wRTDjIH/CvW+Mb4lBW6vMxU+DOFYFHCh/y/1lb+/BCii/8nkQ43bXWGT/43jKHdFlfaUpuSmAtTnAygxgRTqwjPn2/ZFrOJe9rhsqTXJHCgszCs/V+jDyCqCdArqdBXqcB/peAAZfAvpdlFpR5cMvAxe4L3ekMC1VoxWFuhb7jKBdAG3+ATlXvRVFOrX7gOnpglYU69ocNIH2A7TzG2Rf5tx7zX2NvsKMTEErS3XtjphBR9XgI1lLn/PX3NPou5iZLWhVma7jMS6fAugI1FWafc41+ilm5QpaXaHrfNwCugR0PcGXNfsa/TLm5PMnVbolyS7Iy/rj+Nc/KRC0uLiA7w/HbwDY62B4WjuBFgAAAABJRU5ErkJggg==)Органы прокуратуры Республики Хакасия уделяют особое внимание вопросам противодействия преступлениям в сфере использования информационно-телекоммуникационных технологий.  
  
![❗](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAYAAAAf8/9hAAAAl0lEQVR4AWOgFDBiE/wfYfUHSDEjCf1lXHGMBZtarIIM//69BpISSCKvQQTxBvz5/QzNgOckGvD3JZrICxIN+PWcMgN+/QFrIN8Lv3+hG/CSRBdgeOEZSQb8//WTPBcgHPCLslj4/fvXMwwv0B28kGNqAuL3QNwI4hP0AqY3/hcBKW4gLgbiepIN+Pvn/2QglQvEE/C5AAB/SjwHzvf5ZQAAAABJRU5ErkJggg==)С начала текущего года в регионе зарегистрировано свыше 1,2 тыс. хищений с использованием информационно-телекоммуникационных технологий. Ущерб от действий злоумышленников составил 257 млн рублей.  
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Под предлогом телефонных звонков от сотрудников службы безопасности банков, правоохранительных органов, социальных служб мошенники пытаются осуществить снятие денежных средств со счетов граждан либо оформить на них многомиллионные кредитные обязательства. Мошенники создают поддельные страницы, имитирующие сайты известных компаний, подменяются телефонные номера и адреса электронной почты.  
  
![❗](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAYAAAAf8/9hAAAAl0lEQVR4AWOgFDBiE/wfYfUHSDEjCf1lXHGMBZtarIIM//69BpISSCKvQQTxBvz5/QzNgOckGvD3JZrICxIN+PWcMgN+/QFrIN8Lv3+hG/CSRBdgeOEZSQb8//WTPBcgHPCLslj4/fvXMwwv0B28kGNqAuL3QNwI4hP0AqY3/hcBKW4gLgbiepIN+Pvn/2QglQvEE/C5AAB/SjwHzvf5ZQAAAABJRU5ErkJggg==)В преддверии начала нового учебного года в сети «Интернет» появилась информация о совершении мошеннических действий посредством использования родительских чатов, открытых на площадках популярных мессенджеров.  
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![❗](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAYAAAAf8/9hAAAAl0lEQVR4AWOgFDBiE/wfYfUHSDEjCf1lXHGMBZtarIIM//69BpISSCKvQQTxBvz5/QzNgOckGvD3JZrICxIN+PWcMgN+/QFrIN8Lv3+hG/CSRBdgeOEZSQb8//WTPBcgHPCLslj4/fvXMwwv0B28kGNqAuL3QNwI4hP0AqY3/hcBKW4gLgbiepIN+Pvn/2QglQvEE/C5AAB/SjwHzvf5ZQAAAABJRU5ErkJggg==)Кроме того, прокуратура республики разъясняет, что в образовательных организациях (детских садах, школах) не допускается взимание с родителей воспитанников детских садов и учащихся школ денежных средств на нужды учреждения. Материально-техническое обеспечение образовательной деятельности, ремонт образовательной организации является непосредственной обязанностью образовательных организаций.  
  
Будьте бдительны! Не дайте мошенникам себя обмануть!